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REGULATION E— ELECTRONIC FUND TRANSFERS 

Proposed Regulations

TO ALL MEMBER BANKS AND 
OTHERS CONCERNED IN THE

ELEVENTH FEDERAL RESERVE DISTRICT:

The Federal Reserve Board has requested comment by January 29, 1979, on an 
in itia l set of proposed regulations for consumer protection under the Electronic Fund Transfer  
Act.

The Act, which became law in November, d irects the Board to issue implementing 
regulations and model disclosure clauses. The rules proposed by the Board would carry  out 
sections of the Act that become effective February 8, 1979. Proposed regulations for other sec­
tions of the Act that go into effect in May 1980 w ill be issued later.

The Act is designed to g ive consumers protection in the use of electronic fund trans­
fer services (transfer of funds by electronic means) through the use of an EFT card , rather than
by check. An EFT card allows consumers to make cash w ithdraw als from th e ir accounts in
banks or other depositories or to authorize debiting of the consumer's account in payment of 
purchases of goods or services.

The rules the Board proposed relate to sections of the Act that:

1. Lim it a consumer's Iiab iIity  for unauthorized use of an EFT card .

2. Restrict the unsolicited issuance of EFT cards , and d irect issuers to ex­
plain how such cards can be disposed of if the consumer does not want
the c a rd .

The Board proposed:

A . Since the restraints in the Act on issuance of unsolicited EFT cards go into effect in 
February 1979 and other provisions of the Act become effective in May 1980, the Board proposed 
a transition ru le , setting forth the disclosures that issuers of EFT cards must make between 
February 1979 and May 1980 if the issuer sends out unsolicited cards. Issuers would have to 
revise their disclosure forms in May 1980. M eanwhile, disclosures would have to include the 
following:
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1. The consumer's liab ility  for unauthorized use of the consumer's EFT card;

2. The telephone number and address at which reports may be made if a card  
is lost or stolen;

3. The kind of electronic fund transfers the consumer may make;

4. Any charges for the transfer service;

5. The circumstances under which the financial institution issuing the EFT 
card w ill disclose information to others about the customer's account.

In addition, the Board proposed that issuers of unsolicited EFT cards make the fo l­
lowing disclosures w ith respect to the terms of the contract between the consumer and the card 
issuer:

1. The consumer's rig h t to stop payment of a prearranged transfer, or the 
lack of any such provision.

2. The consumer's rig h t to receive a record of transactions made by use of 
the EFT card , or the lack of such a provision.

3. A summary of e rro r resolution procedures, or the lack of such procedures.

4. Whatever liab ility  the financial institution assumes for fa ilu re  to make
transfers.

B. Since the T ru th -in -L en d in g  Act prohibits the unsolicited issuance of credit cards 
w hile the EFT Act permits unsolicited issuance under certain conditions, the Board proposed to 
ru le that:

— The EFT Act does not nu llify  the T ru th -in -L en d in g  Act's ban, and that,

— The T ru th -in -L en d in g  Act would govern the issuance not only of c red it cards, but 
also of combined E F T /c re d it cards being issued by some institutions, including the addition of 
cred it card functions to an EFT card.

The Act provides that unsolicited EFT cards may be issued only if they are not valid  
for use without fu rther processing.

C. The consumer's liab ility  for unauthorized use of a lost or stolen E F T /c re d it card 
would be determined by what kind of transaction was made, and not by the nature of the card . 
That is , the consumer's liab ility  for unauthorized credit transactions (that did not involve an 
overdraft on the consumer's account made w ith a combined E F T /c re d it card) would be limited 
to $50.

The consumer's liab ility  for unauthorized debit transactions (transfer of funds out 
of the consumer's account) would be $50 if the consumer reports the loss w ithin two business 
days of learning of it.
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The Act provides, fu rth e r, that if the consumer fails  to report loss or theft of an EFT 
card w ithin two business days of learning about it, and the issuer shows that losses would not 
have occurred but for the consumer's fa ilu re  to report, the consumer's liab ility  may be as much 
as $500. Also, if the customer fails to report unauthorized use of the card w ithin 60 days after 
issuance of a periodic statement showing unauthorized use of the card , the consumer's loss may 
be unlim ited.

Comments should be sent to the S ecretary, Board of Governors of the Federal Reserve 
System, Washington, D .C . 20551, and should refer to Docket Number R-0193.

A copy of the Board's proposals is attached.

Sincerely yours ,

Robert H . Boykin

First V ice President

Attachment
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[6210-01-M ]
FEDERAL RESERVE SYSTEM 

[12 CFR Part 205]

[Reg. E; Docket No. R-0193] 

ELECTRONIC FUND TRANSFERS

Scop* and Purpose, Exempted Transfers, Issu- 
anca o f Access Devices, Conditions o f liabil­
ity o f Coniumef for Unauthorized Transfers, 
and Definitions and Rules o f Construction

AGENCY: Board of Governors of the
Federal System.
ACTION: Proposed rule.

SUMMARY: The Board is published 
for comment regulations to implement 
two sections of the Electronic Fund 
Transfer Act which become effective 
on February 8,1979. Section 911 of the 
Act relates to issuance of cards or 
other means of access and § 909 to con­
sumer liability for unauthorized trans­
fers. The Board is also proposing cer­
tain model disclosure clauses and is 
publishing for comment two tentative 
outlines of the complete regulation. 
Finally, the Board is also publishing 
for comment an economic impact anal­
ysis. as required by $ 904 of the Act.
DATE: Comments must be received on 
or before January 29, 1979.
ADDRESS: Secretary, Board of Gov­
ernors of the Federal Reserve System, 
Washington, D.C. 20551. All material 
submitted should refer to docket 
number R-0193.
FOR FURTHER INFORMATION  
CONTACT:

Regarding, the regulation: Dolores S. 
Smith, Section Chief, Division of 
Consumer Affairs, Board of Gover­
nors of the Federal Reserve System, 
Washington, D.C. 20551 (202-452­
2412). Regarding the economic 
impact analysis: Cynthia A. Glass- 
man, Economist, Division of Re­
search and Statistics, Board of Gov­
ernors of the Federal Reserve 
System, Washington, D.C. 20551 
(202-452-2611).

SUPPLEMENTARY INFORMATION:
(1) Introduction; General Matters. The 
Board is publishing for comment five 
section^ of Regulation E 1 to imple­
ment certain provisions of the Elec­
tronic Fund Transfer Act (Title XX, 
Pub. L. 95-630), enacted on November 
10, 1978. The Act, which requires the 
Board to issue implementing regula­
tions, will provide the following rights 
and responsibilities, among others, to 
participants in electronic fund trans­
fers: disclosure to consumers of the 
terms and conditions of EFT services, 
right to documentation of transfers 
and to periodic account statements, es­
tablishment of error resolution proce­
dures, limits on consumer liability for 
unauthorized transfers, restrictions on 
unsolicited issuance of EFT cards, and 
the liability of financial Institutions in 
certain Instances for failure to make 
transfers or to stop payment of 
preauthorized transfers.

The effective date of most of the Act 
is May 10, 1980. Sections 909 and 911, 
however, will become effective 90 days 
after enactment, on February 8, 1979. 
These two sections establish, respec­
tively, limits on consumer liability for 
unauthorized transfers which occur

■Please note that the original Regulation 
E, Purchase of Warrants, was rescinded as 
of November 9, 1978 (43 PR 53708, Friday, 
November 17,1978).
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after loss, theft or unauthorized use of 
an EFT card, code or other means of 
access and a partial ban on the unsoli­
cited issuance of EFT access devices.

Section 904(a)(1) of the Act requires 
the Board, when prescribing regula­
tions, to consult with the other Feder­
al agencies that have enforcement re­
sponsibilities under the Act. Members 
of the Board’s staff have met with 
staff members from the enforcement 
agencies.

Federal savings and loan associ­
ations should note that they will be 
subject to the provisions of Regulation 
E and that there may be some incon­
sistency between this regulation and 
the Federal Home Loan Bank Board’s 
regulation governing remote service 
units (12 CFR 545.4-2). The Board of 
Governors has been advised by the 
Bank Board that §§545.4-2 will be 
promptly amended to conform to the 
Act and Regulation E.

Section 904(a)(2) requires the Board 
to prepare an analysis of the economic 
Impact of the regulation on the var­
ious participants in electronic fund 
transfer systems, the effects upon 
competition in the provision of elec­
tronic fund services among large and 
small financial institutions, and the 
availability of such services to differ­
ent classes of consumers, particularly 
low-income consumers. Section 
904(a)(3) requires the Board, to the 
extent practicable, to demonstrate 
that the consumer protections pro­
vided by the proposed regulation 
outweigh the compliance costs Im­
posed upon consumers and financial 
institutions. The Board has prepared a 
preliminary statement on the forego­
ing issues, which is published in sec­
tion (4) herein, and solicits comment 
on the statement. The statement and 
the proposed regulation have been 
transmitted to Congress, as required 
by § 904(a)(4).

The Act (in § 904(b)) requires the 
Board to issue model disclosures 
clauses, written in readily understan­
dable language, for optional use by fi­
nancial institutions to facilitate com­
pliance with the disclosure require­
ments of § 905 and to aid consumer un­
derstanding of the rights and responsi­
bilities provided by the Act. Although 
§905 does not take effect until May, 
1980, § 911(b)(2) requires disclosures 
comparable to those required by § 905, 
and § 911 becomes effective in Febru­
ary, 1979. Thus, it is appropriate for 
the Board to propose model clauses 
for these disclosures now. along with 
the regulations Implementing §911. In 
addition, § 911(b)(3) requires that the 
Board provide a clear disclosure for 
use by issuers to inform consumers 
that an unsolicited access device is not 
validated and how the consumer may 
dispose of the device if it is not 
wanted. The Board is proposing model

clauses for the disclosures that would 
be required by the regulation to imple­
ment J 911(b)(2) on an interim basis, 
and for the disclosure required by 
§ 911(b)(3) of the Act and the corre­
sponding provision in the regulation. 
The model clauses are discussed in 
detail in section (3) of this material.

Section 964(c) permits the Board to 
modify the requirements of the Act as 
they affect small financial institutions 
upon a determination that such modi­
fications are necessary to alleviate any 
undue compliance burden upon such 
institutions. The Board solicits com­
ment on whether any such modifica­
tions in the proposed sections are nec­
essary. Comments on this (issue should 
attempt to demonstrate that compli­
ance with the proposed regulation 
would impose undue cost, administra­
tive or other burdens upon small fi­
nancial institutions.

Section 904(d) requires the Board to 
assure that the requirements of the 
Act are imposed upon persons (other 
than financial institutions holding a 
consumer's account) that are offering 
consumers electronic fund transfer 
services. The Board solicits Informa­
tion regarding the offering of such 
services by non-financial institutions, 
a description of the services, and 
whether specific provision should be 
made in the regulation to insure that 
such persons are subject to the Act’s 
requirements.

The Board also proposes to rescind 
five Public Information Letters issued 
under Regulation Z (445, 520, 528, 921 
and 1082) because they conflict with 
the proposed regulation. The Board 
solicits comment on whether these let­
ters or any other letters should be re­
scinded.

The Board is publishing two tenta­
tive outlines of the entire regulation 
that reflect somewhat different ap­
proaches to the regulation’s structure. 
The Board solicits comment on which 
of the two outlines represents the 
more functional structure for the reg­
ulation.

(2) Regulatory Provisions. Section 
205.1—Scope and Purpose. This section 
is an Introductory statement of the 
regulation’s requirements and is in­
tended to provide consumers, financial 
institutions and Issuers with general 
information about the Act and regula­
tion.

Section 205.2—Exempted Transfers. 
The Act does not contain a separate 
section devoted to exemptions. Howev­
er, §903(6), which defines “electronic 
fund transfer.” excludes certain serv­
ices from the Act’s coverage. For clar­
ity, the proposed regulation sets forth 
these exemptions In this separate, 
freestanding section.

Briefly, the transfers that would be 
exempted are: (a) electronic check, 
draft or similar paper instrument au­

thorization services that do not direct­
ly debit or credit a consumer’s ac­
count, (b ) transfers for consumers by 
Fedwire, Bankwire or similar wire 
transfer services, (c) purchases or sales 
of securities or commodities by bro­
kers registered with or regulated by 
the Securities and Exchange Commis­
sion, (d) automatic transfers of funds 
from savings to demand deposit ac­
counts. as permitted by recent amend­
ment of 12 CFR §217.5(0(2) and (3) 
(Regulation Q ) and 12 CFR 
§ 329.5(c)(2) and (3), and (e) transfers 
Initiated by telephone that are not 
made pursuant to an arrangement be­
tween the consumer and the financial 
institution. The language in which 
these five types of exemptions are de­
scribed is virtually identical to the cor­
responding language in the Act.

The Board solicits the opinions of 
commenters as to whether other 
transfers, such as those Involving 
mutual fluids or pension accounts, 
should also be exempted and, if so, for 
what reasons. Also, in connection with 
exemption (c) in particular, comments 
are invited on whether transactions 
within the jurisdiction of the Com­
modities Futures Trading Commission 
should also be exempted. With refer­
ence to exemption (d), comment is so­
licited on whether automatic transfers 
among other types of accounts within 
one institution should also be entitled 
to the exemption.

Section 205.3—Issuance of Access De­
vices. Section 205.3(a) implements 
§ 911(a) of the Act, which prohibits 
the unsolicited issuance of validated 
EFT cards. The statutory and regula­
tory provisions are essentially identi­
cal, except that the regulation is struc­
tured differently for clarity, the term 
“access device” has been substituted 
for “card, code, or other means of 
access,” and the regulation provides 
that a request or application for an 
access device may be oral or written, 
as presently permitted by Regulation 
Z with respect to credit cards. The 
Board solicits comment on whether 
such latitude should be permitted.

The public is asked to address the 
following alternatives relating to joint­
ly-held accounts: (1) Whether the reg­
ulation should permit issuance of a 
separate access device to each party on 
the account when only one has applied 
for a device, or (2) whether the regula­
tion should require that all account 
holders must request or apply for an 
access device before one can be issued. 
As the prohibition on unsolicited issu­
ance of access devices is designed in 
part to protect against unauthorized 
transfers initiated without the con­
sumer’s knowledge, some restrictions 
on requests by an account holder with­
out a similar request from other hold­
ers may be appropriate, and the Board 
solicits comments on which of the two
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alternatives listed above (or other al­
ternatives) is most beneficial to con­
sumers and Issuers.

Section 205.3(b) implements 1911(b) 
of the Act. It would permit the unsoli­
cited Issuance of an access device if 
four conditions are satisfied. First, the 
unsolicited device cannot be validated, 
that is, capable of being used by the 
consumer to initiate an electronic fund 
transfer. Second, the issuer must in­
clude a written disclosure of the con­
sumer’s rights and liabilities which 
will apply if the device is validated. 
Third, the issuer must also disclose 
that the device is not validated and 
how a consumer not wishing valida­
tion can dispose of the device. Fourth, 
the access device may be validated 
only upon request of the consumer 
and after verification of the consum­
er’s identity. Section 205.3(b)(1) sets 
forth these four conditions and is 
almost identical to § 911(b), except 
that the regulation makes clear that 
validation of an unsolicited device can 
occur only in response to a request or 
application for validation, and not, for 
example, in response to a blanket au­
thorization in an earlier application to 
open an ordinary checking account; 
however, the regulation specifies that 
the request may be oral or written.

Section 205.3(b)(2) specifies methods 
by which a consumer’s identity must 
be verified before an unsolicited access 
device can be validated. It should be 
noted that such verification is re­
quired. under {  205.3(b)(lXiv), only for 
devices that have been distributed on 
an unsolicited basis. The Act contains 
no provision specifying verification 
methods. However, the Board believes 
that issuers, in order to protect them­
selves from liability, should exercise 
care in verifying a consumer's identity 
before validation of an access device, 
and the Senate committee report indi­
cated the committee's expectation 
that the Board would assure that ade­
quate verification procedures be used 
by issuers (S. Rep. No. 95-915, 95th 
Cong., 2nd Sess. 16 (1978)). Therefore, 
S 205.3(b)(2) would require that the 
consumer’s identity be verified by 
comparison of the consumer's signa­
ture with the issuer’s account records 
or with another signed Instrument, or 
by photograph, fingerprint or personal 
visit.

The Board solicits comment on 
whether the proposal on verification 
would unduly limit the ability of card 
issuers to issue unsolicited access de­
vices or the ability of consumers to 
have such devices validated. In partic­
ular, since new methods of identifica­
tion, such as voiceprint, may become 
feasible, commenters should specify 
what additional methods should be 
added, or how the proposal should 
otherwise be changed, so as to permit 
continuing innovation in this area.

Comment is also solicited on whether 
the proposed verification requirements 
would provide an adequate safeguard 
to either consumers or Issuers.

Section 205.3(b)(3) is drawn from 
S 911(c); it would provide that an 
access device is to be considered vali­
dated when the issuer takes the neces­
sary steps to permit the consumer to 
initiate an electronic fund transfer. 
The statute and the regulation differ 
in that the latter emphasizes that vali­
dation is tied to some affirmative 
action or actions by the issuer.

The Board is aware that issuers cur­
rently use different methods of valida­
tion, and is mindful that specifying 
only certain means of validation may 
unnecessarily limit development of 
other methods. The Board therefore 
solicits comment on the need for speci­
fying means of validation and the 
benefits that would be gained were the 
regulation to do so.

To forestall confusion, § 205.3(c) ex­
plains what the Board believes was the 
Congressional intent regarding the re­
lationship between the Truth in Lend­
ing Act and the Electronic Fund 
Transfer Act. Truth in Lending and 
Regulation Z  prohibit the unsolicited 
Issuance of credit cards. Section 
205.3(c) provides that the EFT Act 
governs the issuance of access devices 
and the addition of an EFT feature to 
an accepted credit card and that 
Truth in Lending governs the issuance 
of credit cards, combined access de­
vices/credit cards and the addition of 
a credit feature to an accepted access 
device. There is no comparable provi­
sion in the EFT Act itself.

Section 911(b)(2) of the Act requires 
that any distribution of unsolicited 
access devices be accompanied by “a 
complete disclosure. In accordance 
with section 905, of the consumer’s 
rights and liabilities which will apply 
if such card, code, or other means of 
access is validated.” Section 905 of the 
Act does not become effective until 
May, 1980, and many of the disclo­
sures it mandates relate to substantive 
rights that consumers will not have 
until that time (e.g., right to documen­
tation and error resolution proce­
dures). The Board feels a significant 
consumer protection would be lost if 
some initial disclosures were no given 
when unsolicited devices are distribut­
ed. For that reason, 1205.3(d) would 
require issuers, until May 10, 1980, to 
give the disclosures required by {905 
when distributing unsolicited devices. 
These disclosures would cover the fol­
lowing areas:

(a) The consumer’s liability for unauthor­
ized electronic fund transfers and the ad­
dress and telephone number of the person 
to be notified in the event of loss or theft of 
the access device or possible unauthorized 
transfer.

(b) The type and nature of transfers 
which the consumer may initiate, the

charges imposed for such transfers, and any 
limits on the frequency or amount of the 
transfers that the consumers may make.

(c) The circumstances under which a fi­
nancial Institution, if one is involved, will 
Hinninim account information to third par­
ties.

Model clauses for these disclosures 
are also proposed.

In addition, the regulation would re­
quire that the issuer disclose whether 
or not the following rights and proce­
dures are available to the consumer:

(a) The consumer’s right to stop payment 
of preauthorized transfers and how to do so.

(b) The consumer's right to receive docu­
mentation of transfers.

(c) A summary of the issuer’s or institu­
tion’s error resolution procedures.

(d) The issuer’s or institution's liability to 
the consumer for failure to make transfers.

It should be emphasized that issuers 
and institutions need not comply with 
the rights and procedures disclosed 
under S 205.3(d)(6) through (9) as they 
are set forth In the Act until May 10, 
1980. If they do provide them, they 
may be structured in any manner.

Model clauses are not proposed for 
the last four disclosures In {205.3(d) 
because there are no uniform require­
ments that would make such clauses 
feasible.

Section 205.4—Liability for Unau­
thorized Transfers. This section would 
implement 5 909 of the Act, which de­
termines a consumer’s liability for un­
authorized transfers. A  consumer 
cannot be held liable for any unau­
thorized electronic transfer unless the 
access device used for such transfer 
was an accepted device (as defined by 
S 205.12(a)) and the account issuer has 
provided a means of identifying the 
authorized user.

The Act specifies the conditions for 
a consumer’s liability for "an unau­
thorized electronic fund transfer” (em­
phasis added). The Board believes that 
the intent of Congress with respect to 
such liability was identical to that con­
tained in the unauthorized use provi­
sion in the Truth In Lending Act 
(J 133(a)), that Is, the consumer’s lia­
bility is determined by reference to 
“unauthorized use” of the credit card, 
whether or not multiple transactions 
have occurred. To implement the stat­
utory language without change would 
result in at least $50 liability being im­
posed on a consumer for each unau­
thorized transfer from a single loss or 
theft. Therefore, the proposed regula­
tion ( {  205.4(a)) states that a consum­
er’s liability would be determined by 
reference to any single unauthorized 
transfer or series of transfers that 
occur following loss, theft or other un­
authorized use. For example, a con­
sumer whose access device was stolen 
and whose account was accessed six 
times by the thief (and who notified 
the finmnrini institution within 2 busi­
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ness days after learning of the theft) 
would be liable for $50, rather than 
$300. The Board solicits comment on 
this construction of the statute.

A  consumer’s liability for unauthor­
ized transfers would be determined in 
the following ways under § 205.4(b):

(a) I f notification occurs within 2 business 
days after the consumer learns of the loss, 
theft or possible unauthorized use, the con­
sumer’s liability would be limited to the 
lesser of $60 or the amount of the unau­
thorized transfers occurring prior to notice.

(b) If notification does not occur within 2 
business days after the consumer learns of 
the loss, theft or possible unauthorized 
transfer, and the institution establishes that 
losses which occurred after the close of the 
2 business days could have been prevented 
had the consumer notified it, the consum­
er’s liability would be limited to the sum of
(i) the amount of actual losses that occurred 
before the close of the 2 business days (sub­
ject to a limit of $50). and (11) the amount of 
actual losses that occurred after the 2 busi- 
ness-day period and before notice. However, 
overall liability would be subject to a $500 
limit. If the institution could not establish 
that subsequent losses could have been pre­
vented by notice, liability would be deter­
mined in accordance with (a) above.

(c) I f notification does not occur within 60 
days of transmittal of a periodic statement 
that reflects an authorized transfer, the 
consumer’s liability may be unlimited as to 
any unauthorized transfers that the institu­
tion can establish could have been prevent­
ed by notice.

The regulation would provide, as 
does the Act, that these time periods 
shall be extended in the presence of 
extenuating circumstances, such as 
hospitalization or extended travel.

Section 205.4(c) implements a por­
tion of § 909(a)(2) of the Act and pro­
vides that notice to the financial insti­
tution of loss, theft or possible unau­
thorized transfer may be given by the 
consumer by any means that are rea­
sonably necessary to provide the insti­
tution with the pertinent information, 
whether or not any particular employ­
ee or agent of the institution receives 
the information. The Board proposes 
to modify the statutory provision by 
stating that notice may be oral or in 
writing.

The Board invites comment on 
whether an institution can require 
that a consumer notify a particular 
person or office in order to give ade­
quate notice of loss, theft or possible 
unauthorized transfer or whether any 
reasonable, necessary steps taken by 
the consumer to notify the institution 
constitute adequate notice.

Section 205.4(d) would implement 
§$909 (c) and (d) of the Act. Section 
909(c) provides that the consumer’s li­
ability for unauthorized transfers is to 
be determined solely in accordance 
with the EFT Act (rather than the 
Truth in Lending Act) when an elec­
tronic fund transfer also involves an 
extension of credit under an overdraft 
agreement between a consumer and a

financial institution. This provision 
would be implemented in 
5 205.4(d)(l)(li). It would provide that 
an agreement to extend credit if the 
consumer’s account would otherwise 
fall below a specified minimum bal­
ance would be treated in the same way 
as an overdraft agreement; that is, an 
electronic fund transfer also involving 
an extension of credit under either 
type of agreement would be covered 
by the EFT Act. Section 205.4(d)(l)(i) 
would clarify that liability for an un­
authorized electronic fund transfer 
Initiated by means of an access device 
that is also a credit card, without any 
accompanying extension of credit (for 
example, a debit of a checking ac­
count), would be determined by the 
EFT Act.

Section 909(d) permits a consumer 
and a financial institution to agree to 
lesser liability for unauthorized trans­
fers than that provided by the Act. 
This section is implemented by 
9 205.4(d)(3) of the proposed regula­
tion.

The EFT Act does not specify which 
law applies (EFT or Truth in Lending) 
with respect to liability in the case 
where credit Is extended, but no elec­
tronic fund transfer occurs, by means 
of a card or other device that has both 
EFT and credit card features. For pur­
poses of this proposal, the Board takes 
the position, in § 205.4(d)(2), that lia­
bility in such a case would be deter­
mined under Truth in Lending and 
Regulation Z. The Board solicits com­
ment on the feasibility and desirabil- 
ityof alternatives. FOr example, if the 
EFT Act could be said to apply in 
these circumstances, then uniform lia­
bility limits would operate in virtually 
all transactions on accounts with both 
EFT and credit features. Less confus­
ing disclosures would be possible, 
benefiting consumers, creditors and fi­
nancial institutions; on the other 
hand, potential consumer liability 
would be greater in some transactions.

Section 205.12—Definitions and 
Rules of Construction. The Board pro­
poses to implement, with some modifi­
cations, all but three of the statutory 
definitions contained in the Act. the 
definition of “preauthorized electronic 
fund transfer” (§ 903(9) of the Act) 
will be implemented later. The defini­
tions of “Board” (§ 903(3)) and “State” 
(§ 903(10)) do not, in the Board’s opin­
ion, need to be implemented in the 
regulation. If commenters believe ad­
ditional definitions should be provided 
or proposed definitions changed, they 
should explain the reasons for such 
beliefs, and, where appropriate, sug­
gest regulatory language.

(a) “Access device” and “accepted 
access device.” The definition of the 
first term does not appear in the Act. 
The words “card” and “code" are not 
used as defined terms because EFT

systems do not necessarily employ 
them and use of those terms in the 
regulation might impede technological 
innovation. The definition has been 
developed to permit convenient refer­
ence in the regulation to any of a 
number of different possible means of 
access to accounts for EFT purposes. 
The terms used are found elsewhere in 
the Act. The Board solicits comment 
on whether other means of electronic 
access to accounts should be specified 
in the definition.

The related definition is virtually 
identical to the corresponding defini­
tion in the Act. Minor changes would 
be made to comport with other defini­
tions. The word “person” in the Act 
would be changed to “consumer” in 
the regulation.

(b) “Account.” This definition is un­
changed from that in the Act, except 
for deletion of a reference to the 
Truth in Lending Act made unneces­
sary by addition of the definition of 
“open end credit plan.” The Board is 
aware that certain asset accounts, 
such as mutual funds and profit-shar­
ing and pension accounts, can be ac­
cessed by consumers through electron­
ic means, and believes that the defini­
tion encompasses such accounts. The 
Board solicits comment on whether 
such accounts should be exempted, 
and, if commenters so believe, is inter­
ested in specific reasons why such ex­
emptions should be granted. The defi­
nition excludes occasional or inciden­
tal credit balances In an open end 
credit plan; comment is invited on 
whether all such occasional or inciden­
tal balances, whether or not in an 
open end credit plan, should be ex­
cluded.

(c) “Act.” This definition does not 
appear In the Act. It is added to the 
regulation for purposes of convenient 
reference.

(d) “Business day.” This definition is 
proposed in virtually the same form as 
in the Act. However, since the defini­
tion relates to both issuers and finan­
cial institutions, a day on which the 
offices of an issuer are open, as well as 
a day on which the offices of an insti­
tution are open, would be a business 
day. The Board Is particularly inter­
ested in receiving comment on wheth­
er the regulation should provide more 
detail regarding what constitutes 
being open to the public for carrying 
on substantially all of a financial insti­
tution’s or issuer’s business functions. 
Comment should also address whether 
the regulation should establish a uni­
form rule as to what constitutes a 
business day, analogous to the rule set 
forth in § 226.9 of Regulation Z for re­
scission purposes (Monday through 
Saturday, exclusive of Federal holi­
days).

(e) “Consumer.” This is the same 
definition as in the Act.
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(g ) "Electronic fund transfer" and
(h ) “ Electronic terminal.”  These defi­
nitions are proposed as they appear in 
the Act, except that the exceptions 
contained in the Act’s definition of 
“ electronic fund transfer”  are not set 
forth in the regulation as part of the 
definition, but instead accorded sepa­
rate treatment in § 205.2

The Board is aware of EFT systems 
that are to some extent paper-based, 
i.e., transfers are initiated by a debit 
card, which imprints a paper instru­
ment. That paper instrument (which 
may later be truncated) is the means 
by which payment is effected. The 
Board solicits comment on whether 
transfers under such systems are in­
cluded in the definition of “ electronic 
fund transfer.”

( j )  “Financial institution.” The defi­
nition is unchanged from the Act, 
except that it also includes agents of 
the institutions described. The Board 
solicits comment on whether other 
persons that are subject to the defini­
tion of "financial institution” should 
be specified in the definition.

(k) “ Issuer.” This definition is not 
found in the Act. It is added in order 
to refer to all those that issue access 
devices and their agents and are sub­
ject to the provisions regarding issu­
ance of such devices. Note that § 911 of 
the Act refers to persons that issue 
cards rather than financial institu­
tions.

(m) “ Unauthorized electronic fund 
transfer.” This definition is virtually 
unchanged from the Act.

A number of definitions that are 
similar to definitions in the Truth in 
Lending Act and Regulation Z would 
be added to the regulation to facilitate 
reference to these terms. They are the 
following: ( f )  “ Credit card,” (i) “ Exten­
sion of credit,” and (1) “ Open end 
credit plan.” The term “ extension of 
credit” is drawn from the definitions 
of "credit” and “creditor” in Regula­
tion Z.

(3) Model Clauses. The Board is re­
quired by § 904(b) of the Act to issue 
model clauses for the disclosures re­
quired by § 905. While § 905 does not 
take effect until May 1980, the §905 
disclosures are required by § 911(b)(2), 
which becomes effective on February 
8, 1979. In addition, § 911(b)(3), which 
also becomes effective in February, re­
quires the Board to provide by regula­
tion for another disclosure. Section 
911(b)(2) is implemented by 
§ 205.3(b)(l)(ii) and, for the interim 
period between February 1979, and 
May 1980, by § 205.3(d) of the pro­
posed regulation. Section 911(b)(3) is 
Implemented by § 205.3(b)(l)(iii) o f the 
proposed regulation.

The proposed model clauses fo r op­
tional use in complying with the dis­
closure requirements are contained in 
Appendix A. Use of the clauses that

appropriately reflect the issuer’s EFT 
program, in conjunction with other re­
quirements of the regulation, will pro­
tect the issuer from civil and criminal 
liability under §§915 and 916 o f the 
Act. The Board emphasizes, however, 
that use of these model clauses is op­
tional; issuers are free to design their 
own disclosures as long as they comply 
with the requirements of 
§§ 025.3(b)(l)(iii) and^d).

Issuers may choose appropriate 
clauses from the alternatives available, 
may make changes such as deleting in­
applicable words, phrases and clauses, 
and inserting trade names. They may 
also change the order in which the 
model clauses appear, and may use 
some of the model clauses, while draft­
ing others themselves.

Section A ( l )  sets forth proposed 
model clauses for use in fulfilling the 
requirements of § 911(b)(3) o f the Act 
and § 205.3(b)(l)(iii) of the proposed 
regulation. It provides alternative 
clauses. Which one an issuer uses 
would depend on whether the account 
in question is to be accessed by a card 
or by a code alone.

Sections A(2) through A(6) contain 
the proposed clauses that would 
comply with § 911(b)(2) of the Act and 
§ 205.3(d) of the proposed regulation. 
Again, in general, alternative clauses 
are provided. An exception is section 
A(2), which contains the model disclo­
sure of the consumer’s liability for un­
authorized transfers. I f  an issuer 
chooses to use this model disclosure, it 
must use it in its entirety and without 
changes in sequence or wording, 
except that choices or deletions may 
be made where brackets so indicate.

The Board solicits comment on 
whether these clauses are readily un­
derstandable to consumers and wheth­
er other clauses are needed.

(4) Economic Impact Analysis o f 
§§ 909 and 911. Section 904(a)(2) of the 
Act requires the Board to prepare an 
analysis of economic impact of the 
regulation. The analysis must consider 
the costs and benefits of the regula­
tion to suppliers and users of EFT, the 
effects upon competition in the provi­
sion of electronic banking services 
among large and small financial insti­
tutions, and the availability of such 
services to different classes of consum­
ers, particularly low-income consum­
ers. The Board is publishing for com­
ment an economic analysis to accom­
pany regulations implementing §§911 
and 909 of the Act, which become e f­
fective on February 8, 1979.

Section 205.3—Issuance o f Access De­
vices, (a) Impact of the regulation on 
costs and benefits to institutions, con­
sumers and other users. The purpose 
of prohibiting unsolicited distribution 
of validated EFT cards2 is to protect

!The term •'card” in this economic impact 
analysis refers to any access device as de­
fined in § aos.12(a) of the regulation.

consumers from unauthorized use of 
cards in tec ep ted without the consum­
er’s knowledge. The potential risk to 
the consumer of such a loss varies de­
pending upon whether the consumer 
had an existing account with the card 
issuer. I f  the issuer sent a card to a 
consumer without an existing account, 
perhaps as a marketing device to gain 
new customers, an interception o f the 
card could not result in any potential 
loss to the consumer since the consum­
er had not placed funds in the associ­
ated account. Thus, an important 
benefit, particularly to customers of 
existing accounts, o f requiring valida­
tion separate from distribution is that 
it reduces losses which could result 
from theft of valid cards before they 
reach the designated customer. Such 
losses have been experienced both 
with EFT cards and credit cards. Re­
sults of a 1976 survey o f 292 institu­
tions issuing EFT cards showed that 
40 institutions reported losses related 
to mail-intercept since first offering 
EFT services.5 For these 40 institutions, 
there were 170 Instances of loss, with 
average dollar loss of $291 per instance.4 
However, the dollar loss per outstand­
ing card was low since the total number 
o f card-holding customers for the insti­
tutions in the survey was several mil­
lion. For credit cards issued prior to the 
1970 prohibition on unsolicited cards,
300,000 per year were estimated to be 
stolen out of an estimated 200 million 
credit cards outstanding in the late 
1960’s; this figure includes mail-inter- 
cept as well as other card theft.5

The regulation does permit the dis­
tribution of unsolicited, but unvalidat­
ed cards (§ 205.3(b)). The most general 
effect of this provision will be seen In 
the number of accepted cards. A l­
though the impact on the number of 
accepted cards cannot be quantified, 
experience of the credit card industry, 
in the years prior to the prohibition of 
unsolicited cards under Regulation Z, 
can give an indication of the bounds of 
acceptance rates relative to either a 
more or less restrictive regulation. Un­
solicited credit card distribution re­
sulted in a much higher acceptance 
and usage rate than distribution based 
on solicitation of consumer requests 
for cards. The Marine Midland experi­
ence in 1966 points out these differ­
ences; 33,357 promotional mailings re­
sulted in only 221 applications for 
credit cards (less than one percent)

’ Linda Fenner Zimmer, “Cash Dispensers 
and Automated Tellers: Statistical Data and 
Analysis with Selected Case Histories.”
Fourth Status Report (Park Ridge, N.J.: 
August 1977). p. 222.

4 Ibid. p. 224.
‘ Sylvia Porter as quoted from The Wash­

ington Star in U.S. Congress. “Unsolicited
Credit Cards,” Hearings before the Subcom­
mittee on Financial Institutions of the Com­
mittee on Banking and Currency, Senate,' 
91st Congress, 1st Session, 1969, p. 243.
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while 731 direct mailings o f cards re­
sulted in 19 percent usage in a short 
period and 99. percent retention. Based 
on this experience, it is expected that 
allowing distribution o f unsolicited, 
but unvalidated, EFT cards will result 
in a larger card base and more chance 
o f acceptance by proprietors than 
would the complete prohibition of dis­
tribution of unsolicited cards. On the 
other hand, the card base and accept­
ance level is expected to be lower than 
would obtain if there were no prohibi­
tion on sending unsolicited, validated 
cards.6

The regulation requires a two-step 
procedure for distributing and validat­
ing cards. This requirement will in­
crease administrative costs to issuers 
through additional postage and han­
dling.

An additional potential cost to the 
issuers would result from the paper­
work and legal fees connected with the 
disclosure requirement (§ 205.3(b) 
( lX ii ) ) .1 However, since the Board is 
providing model clauses, any addition­
al costs can be minimized.

Another potential cost of the regula­
tion is related to the verification pro­
cedures (§ 205.3(b)(b)(2)). By limiting 
identity verification methods to signa­
ture or other signed instruments, pho­
tograph, fingerprint, or personal visit, 
the regulation may reduce incentives 
for innovation in developing or apply­
ing new technology in verification 
techniques. The Board solicits com­
ment on whether there are presently 
available or being developed, identity 
verification procedures which are not 
encompassed by § 205.3(b)(2) and 
whether the regulation would discour­
age innovation along these lines.

(b ) Effects of the regulation upon 
competition in the provision of elec­
tronic transfer services among large 
and small financial institutions. A 
critical factor influencing merchant 
acceptance o f EFT cards is the size of 
the outstanding card base. Thus, card 
issuers attempt to use marketing strat­
egies that will achieve a high, accept­
ance ratio for the lowest cost. The 
credit card experience in the late 
1960’s showed that the institutions’ 
most successful strategy in achieving a 
large card base was large mailings of 
unsolicited cards. By allowing the dis­
tribution of unsolicited (although un­
validated) cards, the regulation does 
not restrict entry potential for new 
firms as severely as was the case in the 
credit card industry when distribution 
o f unsolicited cards was prohibited. As

‘ Board of Governors of the Federal Re­
serve System, Bank Credit-Card and Check- 
Credit Plans, July 1968, p. 27.

’ The regulation results in two sets of dis­
closure requirements, one during the transi­
tion period under § 205.3(d) of the regula­
tion and the second when §905 of the Act 
goes into effect in May 1980. This may add 
to issuers’ costs.

a result of this prohibition, companies 
that had not already entered the in­
dustry on a large scale were at a major 
disadvantage compared to the large- 
scale participants. Entry into the in­
dustry was difficult and competition 
was restrained. Thus, § 205.3 is expect­
ed to have the effect of maintaining 
the present level of competition be­
cause it does not put small institutions 
at a competitive disadvantage. In addi­
tion, competition could increase since 
the regulation does not contain re­
strictions on sending cards to consum­
ers other than present customers.

(c) Effects of the regulation on avail­
ability of electronic transfer services 
to different classes of consumers, espe­
cially low-income. To the extent that 
cards are sent only to institutions' 
present holders of consumer deposit 
accounts, the effect of § 205.3 on low- 
income consumers will be that the dis­
tribution of the available EFT services 
will be approximately the same as the 
distribution of account holders. Table 
I presents data on financial assets by 
income class. It can be seen that usage 
of depository services rises with 
income. However, lower usage of de­
pository services by lower-income con­
sumers may be for a variety of rea­
sons, one of which may be lack of 
availability. The Board solicits com­
ment on whether a potential customer 
of a financial institution must be em­
ployed and/or have a minimum 
income to qualify for any of the fo l­
lowing types of accounts; (i) demand 
deposit, (ii) savings deposit, (iii) time 
deposit, (iv) ATS  (Automatic Transfer 
Service) account, and (v ) EFT (Elec­
tronic FYind Transfer) account.

Financial institutions might not 
send unsolicited cards to all present 
account holders. T o  the extent that 
such cards represent a costly non-price 
means of attracting or maintaining de­
posits, institutions may send cards 
only to high-volume customers, i.e., to 
reduce the cost per dollar o f account 
balance. In such an event, the distribu­
tion of EFT services would evolve 
away from low-income to higher- 
income customers. The Board solicits 
comment on whether institutions plan 
to limit unsolicited mailings of EFT 
cards to a subset of their present de­
posit customers.

Section 205.4—Conditions o f liab ili­
ty o f consumer fo r  unauthorised trans­
fers. It is important to realize that the 
liability provisions of § 205.4 will have 
no impact on either consumers or in­
stitutions if the provisions are not a 
constraint on financial institutions. 
That is, if  the financial institutions 
would normally assume more liability 
than is required by the regulation, 
then the regulation will not affect 
costs, benefits, competition, or avail­
ability and will not Inhibit the market 
mechanism. The following analysis of

the regulation is relevant only if the 
liability provisions are more restrictive 
than those institutions would other­
wise assume.

(a) Impact of the regulations on 
costs and benefits to institutions, con­
sumers and other users. The total net 
cost or benefit to society of the regula­
tion is related to the expected dollar 
loss resulting from fraud or unauthor­
ized use of debit cards. The impact of 
§ 205.4 on the aggregate loss may be 
felt in three ways, two of which are 
benefits and the third a cost. First, by 
building in incentives for consumers to 
report quickly loss or theft o f a card 
or discovery of unauthorized use, the 
regulation loss or theft o f a card or 
discovery of unauthorized use, £he reg­
ulation should reduce the number of 
unauthorized transactions. Second, 
the relatively long period which con­
sumers have in which to report unau­
thorized use before they assume full 
liability for loss will increase issuers’ 
incentives for tight security systems. 
Third, however, is the possibility of in­
creased unauthorized use because the 
regulation does not hold the consumer 
specifically liable for negligence. For 
example, a customer’s liability for un­
authorized use of a card does not in­
crease if the customer leaves the iden­
tification number on the card.

Limited data on actual loss experi­
ence for unauthorized use o f EFT and 
credit cards indicate that, while not in­
significant, these losses have not been 
inordinately high. For example, an In­
terbank ATM  (Automated Teller Ma­
chine) loss survey of 125 banks showed 
that on transactions volume of
10,486,000 and dollar volume of $41.0 
million, the total annual fraud loss 
was $290,000. less than one per cent of 
dollar volume and represented less 
than $.03 per transaction.* A payment 
Systems, Inc. survey of officials at 45 
financial institutions offering card-ac­
tivated EFT services estimated that 
annual average fraud loss per active 
card was about $.10 compared to an 
average of about $.03 per card for the 
total card base. Nilson Reports esti­
mates that total credit card fraud loss 
for 1978 will be $62.8 million on total 
transactions volume of $44 billion, 
which is less than two-tenths of a per 
cent o f dollar volume. Additional data 
would be useful. The Board solicits 
comment on what per cent, number 
and dollar volume o f EFT type ac­

•John A. Colin, What's New in Money- 
Matics? Remarks made at the Bank Admin­
istration Institute Eighth National Security 
Conference (Atlanta, Ga.: n.p.; 1977) quoted 
in Veronica M. Bennett, “Card Fraud and 
Security in EFT Systems,” (Atlanta: Pay­
ment Systems, Inc., White Paper, Septem­
ber 7, 1978), p. 13.

“Bennett, P. 17.
10 Spencer Nilson, editor of Nilson Reports, 

during a telephone interview, November 
1978.
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counts have experienced unauthorized 
use. How many of these result from 
loss of card or theft of card? How 
many result from computer fraud? 
What has been the average loss, in 
dollars, per account? Maximum loss? 
Similarly, wh$t has been the experi­
ence for credit cards? What has been 
the experience for unauthorized use of 
checks?

In addition to having an effect on 
the total cost to society of EFT loss, 
the regulation affects the distribution 
of the burden of costs between institu­
tions and their customers. This distri­
bution depends on the timing of re­
porting; the longer the time the con­
sumer takes to report the loss, the 
more liability the consumer assumes. 
In order to assess the impact of the 
regulation on the distribution o f loss, 
reporting-time experience of loss for 
EFT and credit cards is necessary. The 
Board solicits comment on what has 
been the range of an average time 
span between customers’ learning of 
theft or loss of EFT cards or unau­
thorized use of their EFT accounts 
and their reporting it to the card 
issuer. Similarly, what has been the 
range of an average reporting time for 
credit card and check theft, loss or un­
authorized use?

The assessment of the social equity 
of the distribution of costs and bene­
fits of the regulation between institu­
tions and their customers depends on 
how the ability to assume the loss is 
weighted. For example, by virtue of its 
size, income and tax position, a large 
bank is probably better able to assume 
a given loss than a low-income con­
sumer. However, such an assessment is 
highly subjective. It should be noted 
that the regulation does not fix the 
distribution of the costs but rather 
sets the limits to which the institution 
can shift the burden to consumers. 
Relatively high potential liability for 
consumers may discourage usage 
which could result in a cost to consum­
ers if EFT is cheaper than alterna­
tives. However, competition could en­
courage institutions to bear more of 
the liability than required. (This is dis­
cussed further in the next section.)

(b) Effects of the regulation upon 
competition in the provision of elec­
tronic transfer services among large 
and small financial institutions. The 
conditions of liability imposed by 
§ 205.4 set a minimum liability stand­
ard that must be assumed by all finan­
cial institutions offering EFT services. 
This means that all institutions are 
treated equally in terms of a floor on 
requirements. However, competition 
may lead banks to assume more liabili­
ty than the regulation requires and 
thus reduce costs to the consumer and 
increased consumer acceptance. Re­
sults of a 1978 ATM  Security Survey 
by the American Bankers Association

indicate that at present banks do not 
have standard liability provisions.11 
The respondents to the survey (ap­
proximately 135 banks, half of which 
had deposits greater than $1.0 billion 
and only six percent of which had de­
posits less than $100 million) estab­
lished liability as follows: (i) case-by- 
case basis—55.8 per cent, (ii) bank ab­
sorbs all losses—24.3 percent, (iii) set 
dollar limit—9.9 percent, (iv ) customer 
responsible for all losses until loss re­
ported—8.1 percent.

Additional information on the abili­
ty o f small and large financial institu­
tions to assume liability and their ex­
perience to date on liability provisions 
would be useful. The Board solicits 
comment on the impact of unauthor­
ized use of EFT systems on profitabil­
ity of the system for small and large 
financial institutions. In addition, the 
Board solicits comment on the extent 
to which small and large institutions’ 
present liability requirements are 
more or less restrictive than the regu­
lation.

A  major difficulty in analyzing the 
impact of the regulation on competi­
tion between small and large financial 
institutions is that the impact depends 
very much on the nature of the EFT 
systems involved. Thus, the effects of 
the regulation depend on such consid­
erations as whether widely-accepted 
franchise systems develop, whether 
systems are national or regional, or 
whether they are on or off-line. For 
example, systems that are widespread 
or off-line have a greater chance for 
unauthorized use. The regulation 
could have a significant impact on the 
structure of the industry if small pro­
prietary systems cannot afford the 
regulation’s liability requirements.

Even without making predictions 
about the manner in which EFT sys­
tems will evolve, some general observa­
tions on the impact of the regulation 
can be made. (1) First, the regulation 
will have the least impact on those in­
stitutions and franchise systems that 
are best able to assume the liability 
and incur per unit costs related to de­
termining liability according to the 
regulation. To the extent that large 
systems and institutions benefit from 
scale and scope economies, they would 
be less affected than small institu­
tions. (2) In addition, larger institu­
tions may enjoy economies of scale in 
purchasing security systems, thereby 
having a lower loss rate and more con­
sumer confidence in their system than 
small instititions. (3) On the other 
hand, to the extent that the regula­
tion shifts the burden to the institu­
tions, small institutions may avoid 
some of the costs since they are more

"American Bankers Association, Pay­
ments System Planning Division, "Results 
of an ATM Security Survey,” n.p., June 
1978.

likely to have a close relationship with 
customers and may therefore be better 
able to prescreen and educate them.
(4) Finally, small institutions are less 
likely to be in large metropolitan 
areas. Therefore, they would tend to 
be in areas in which there is less crime 
and in which there is a greater likeli­
hood that proprietors would recognize 
customers. The Board solicits com­
ment on these four issues. In addition, 
the Board solicits comment on what 
will be the costs related to establishing 
that the consumer has notified the 
issuer o f loss “ 2 business days after 
learning of the loss or theft of the 
access device or possible unauthorized 
transfer” (§ 205.4(b)(1)).

(c) Effects of the regulation on avail­
ability of electronic transfer services 
to different classes of consumers, espe­
cially low-income. In order to evaluate 
the effects of § 205.4 availability of 
EFT services to different classes of 
consumers, it is useful to look at pres­
ent usage rates of avialable EFT sys­
tems by income class. Data from the 
Air Force showing use of automatic 
payroll deposit by income level of 
active duty personnel can be seen in 
Table II. Similar data for employees of 
the Board of Governors of the Federal 
Reserve System can be seen in Table 
III. The data indicate that usage of 
available systems increases with 
income level. A  1976 consumer panel 
survey in South Carolina shows rea­
sons that households have chosen not 
to use ATMs, by income (see Table 
IV ).12 The two major reasons for not 
using ATMs were that the service was 
not needed or was not available; there 
is no apparent relationship between 
either the need for or availability of 
ATMs and income level. Thus, the two 
sets of data suggest that even when 
EFT services are available to all 
income classes, usage rate varies by 
income.

The regulation may affect both 
usage and availability of EFT services 
to classes of consumers, especially low- 
income consumers. In this respect, the 
impact of the regulation will probably 
be related to the amount of potential 
liability and the complexity of the lia­
bility provisions. The amount of po­
tential liability as a percent of con­
sumer assets is significantly higher for 
low-income consumers than for 
higher-income consumers.13 However, 
if a customer has no overdraft privi­
lege, liability is generally no greater 
than the amount of funds in the cus­
tomer’s account. As can be seen in 
Table V, only a small proportion of 
lower-income families have more than

11 The panel surveyed includes urban
households with annual income greater 
than (6,000.

13 In contrast, at present, consumers bear 
no liability for check forgery or fraud and a 
maximum of (50 for unauthorized use of a 
credit card.
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$500 in a checking or savings account. 
Thus, the dollar value o f potential loss 
through unauthorized use for low- 
income consumers is relatively low.

A final consideration is that clear 
understnding o f EFT, the liability in­
volved, and the information in the pe­
riodic statement involves some degree 
o f familiarity with financial data. To 
the extent that low-income consumers 
are not financially sophisticated, they 
would be less likely to understand 
their liability and their periodic state­
ments, and to discover loss or theft 
within a given time period and would 
be more likely to put their identifica­
tion number on the card than high- 
income consumers. Therefore, they 
would have a higher probability of a 
loss, as a percentage of their assets, 
and possibly in absolute terms, than 
higher-inGome consumers. As a result, 
low-income consumers may be discour­
aged from using EFT because of rela­
tively complicated liability require­
ments. However, since relatively high 
liability is borne by the consumer, fi­
nancial institutions may be more will­
ing to offer EFT services to low- 
income consumers because the institu­
tions are protected to some extent 
from ignorance on the part of consum­
ers, i.e., the consumer bears total lia­
bility if the unauthorized use is not re­
ported within 60 days of transmittal of 
the periodic statement showing the 
loss and the issuer can prove that the 
loss would not have occurred if report­
ing had been within the 60 days.
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TABLE I

Families without savings, or checking accounts or 
liquid assets by family income, 1977* 

(percentage distribution)

Family Income $)
No Savings 
Accounts

No‘Checking 
Accounts

NO Liquid 
Assets

Less than 3000 57.2 44.7 30.2

3,000 -  4,999 52.7 49.7 33.5

5,000 -  7,499 38.3 33.8 15.7

7,500 -  9,999 33.3 23.8 9.9

10,000 -  14,999 21.4 15.2 5.6

15,000 -  19,999 11.7 11.3 3.4

20,000 -  24,999 10.4 4.4 w

25,000 and more 5.9 2.0 .6

* Source: Thomas A. Durkin and Gregory E. Elliehausen, "1977 Consumer
Credit Survey," (Washington, D.C.: Board of Governors of the Federal
Reserve System, 1977): tables 21-7, 21-8, and 21-9.

a/ Liquid assets include savings accounts, certificates of deposit, 
checking accounts, and U.S. Government Bonds.

b/ Less than one half of one percent.



TABLE I t

Air Force Active Duty Personnel 
Usage of Automatic Payroll 

Deposit by Income*
1978

Annual' ” a/ ~ NuKEer o? EJnpToyees Using ”
Income ($)________________ Employees________________ Automatic Payroll Deposit

Number Percent

Less than 7,500 0

7,500 -  9,999 168,611 77,297 45.8

10,000 -  11,999 142,981 97,400 68.1

12,000 -  14,999 96,107 72,931 75.9

15,000 - 19,999 78,858 64,203 81.4

20,000 -  24,999 41,106 36,717 89.3

25,000 .ini) ovri 41,876 37,876 90.5

* Source: Accountji*i .mil Kinance Center, Department of the Air Force.

4 Dollar imvnn' j  leqular military compensation rates plus a 
Tactor to account tor bonuses, special pay, and special allowances.

60941



TABLE III
Bnployees of the Board of Governors 

of the Federal Reserve System 
Usage of Automatic Payroll*

1978

Annual a/ 
Income ($)~

Number o t  
Employees

Employees Using 
Automatic Payroll Deposit

Number Percent

Less than 7,500 21 1 4.8

7,500 -  9,999 59 5 8.5

10,000 -  11,999 133 29 21.8

12,000 -  14,999 262 109 41.6

15,000 -  19,999 312 179 57.4

20,000 -  24,999 163 103 63.2

25,000 and over 530 433 81.7

* Source: Board of Governors of the Federal Reserve System.

a/ This Includes some part-time employees.



TABLE IV

Selected Reasons Why Households 
Have Not Used Automated 

Teller Machines by Income* (Per Cent)

Income 
of Total 
Household

Unsafe, 
Poor 

Lighting 
& Local

Not Needed? 
Other 

Facilities 
Available

Not
Available

Suspicious 
of System

Encourages
Overspending

Never 
Heard 

of Then Misc,

Under $7,000 0 43.8 33.3 8.3 0 10.4 4.2

$ 7,000-10,999 1.3 32.9 44.7 14.5 0 2.6 3.9

$11,000-15,999 0.6 37.3 39.9 15.8 0 3.8 2.5

$16,000-20,000 0.9 47.9 38.5 8.5 2.6 1.7 0

Over $20,000 0.5 47.3 37.4 12.6 0.5 1.4 0.5

* Source: Olin S. Pugh and Franklin J. Ingram, "EFT and the Public,"
The Bankers Magazine 161 (March-April 1978); p. 45, table 4.
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TABLE V
Percentage Distribution of 
Checking & Savings Accounts 

1977*
Amount of checking accounts-(dollars)

None 1-99
1 GO- 
499

500­
999

1,000­
1,999

2,000­
4,999

5,000­
9,999

10,000 
and more Total

Family income
(dollars)

Less than 3,000 44.7 15.3 22.7 6.0 6.0 4.0 .7 .7 100
3,000 - 4,999 49.7 14.5 26.8 3.4 2.8 2.8 a/ a/ 100
5,000 - 7,499 33.8 16.9 29.0 10.6 5.8 2.4 1.0 .5 100
7,500 - 9,999 23.8 21.0 31.4 12.4 5.7 3.3 1.9 .5 100

10,000 - 14,999 15.2 19.3 38.3 13.1 6.9 4.8 1.4 .9 100
15,000 - 19,999 11.3 16.6 36.9 12.5 12.8 6.3 2.8 .9 100
20,000 - 24,999 4.4 10.3 42.9 16.3 14.7 7.5 2.4 1.6 100
25,000 and more 2.0 7.4 19.2 20.9 23.2 18.3 4.0 4.9 100

Amount of savings accounts (dollars)
1- 200- 500- 1,000- 2,000- 5,000- 10,000- 15,000- 25,000

None 199 499 999 1,999 4; 999 9; 999 14,999 24,999 or more Total
Family income

(dollars)
Less than 3,000 57.2 10.5 8.6 2.0 5.9 5.3 3.9 1.3 3.9 1.3 100
3,000 - 4,999 52.7 9.6 9.6 5.4 5.4 6.6 5.4 1.8 1.2 2.4 100
5,000 - 7,499 38.3 10.7 13.8 7.1 7.1 13.3 3.6 1.5 2.0 2.6 100
7,500 - 9,999 33.3 12.6 15.0 7.7 6.3 13.0 2.4 3.4 1.0 5.3 100

10,000 - 14,999 21.4 11.6 15.3 8.9 10.3 11.6 6.9 4.7 4.2 5.2 100
15,000 - 19,999 11.7 12.0 14.0 11.7 10.4 17.9 8.8 5.8 3.2 4.5 100
20,000 - 24,999 10.4 4.1 10.8 9.1 14.9 21.2 17.0 4.1 5.4 2.9 100
25,000 and more 5.9 2.1 4.7 4.7 7.0 18.2 14.1 15.8 13.8 13.8 100
* Source: Thomas A. Durkin and Gregory E. Elliehausen, "1977 Consumer'.'Credft"Survey7̂
(Washington, D.C.: Board of Governors of the Federal Reserve System, 1977):
tables 21-8 and 21-9.
a/ Less than .5 percent
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(8) Pursuant to the authority grant­
ed in Pub. L. 95-630, T itle X X , §904 
(November 10, 1978), the Board pro­
poses to adopt Regulation E, 12 CFR 
Part 205, as follows:

PART 205—ELECTRONIC FUND TRANSFERS

Sec.
205.1 Scope and purpose.
205.2 Exempted transfers.
205.3 Issuance of access devices.
205.4 Conditions of liability of consumer for 

unauthorized transfers.
205.12 Definitions and rules of construction.

A p p e n d ix  A — M o d e l  D is c l o s u r e  C l a u s e s

A uthority: Pub. L. 95-630, Title XX, Sec. 
904 (November 10. 1978).

205.1 Scope and purpose.
In November 1978, Congress enacted 

the Electronic Fund Transfer Act 
which establishes the basic rights, li­
abilities and responsibilities of con­
sumers who use electronic money 
transfer services and of depository and 
other financial institutions that offer 
such services. As directed by Congress, 
this regulation is intended to carry out 
the purposes of the Act, including pri­
marily the protection of individual 
consumers engaging in electronic 
transfers to or from their accounts at 
financial institutions. Electronic trans­
fers may be used by consumers for the 
same purposes as paper checks. The 
principal difference is that, whether 
for deposit or payment, checks are 
physically transported. In electronic 
fund transfer systems, the payment 
instructions are transmitted by elec­
tronic means and standardized com­
puter techniques common to bank de­
posit accounting. Electronic systems 
may be used by consumers to transfer 
funds to and from their accounts in 
the following ways:

(a) Electronic deposit o f funds to an 
account Consumers may instruct em­
ployers and others making regular 
payments to them to have funds de­
posited directly into their accounts. 
This service may be used for deposit­
ing wages, social security benefits, divi­
dends, and other types of income pay­
ments. In a direct deposit arrange­
ment, the originator of the payment 
(employer. Social Security Administra­
tion, etc.) directs its financial institur 
tion to transfer funds electronically to 
the consumer’s financial institution 
for deposit in the consumer’s account. 
Direct deposit services are begun when 
a consumer signs an agreement autho­
rizing the originator to send funds di­
rectly to the consumer’s account in a 
bank or other financial institution 
that offers direct deposit services. 
Automated teller machines are also 
used lo r  depositing funds. Consumers 
may deposit cash or checks in these 
machines which generally are availa­
ble for use 24 hours a day. Today most 
o f them are located at financial insti­

tutions, supermarkets and airports. To 
use these machines, a customer is usu­
ally issued a card and a special code, 
called a “ personal identification 
number,”  by the financial institution.

(b) Transferring and withdrawing 
funds from  an account Electronic 
facilities provide consumers with alter­
native ways to withdraw cash, to pay 
bills and to make purchases from mer­
chants.

(1) Cash withdrawals. Consumers 
may withdraw funds from their ac­
counts and obtain cash by using auto­
mated teller machines. Also, consum­
ers may ordinarily obtain cash in addi­
tion to goods and services when using 
the point-of-sale systems described 
below.

(2) Bill payment. Two types of elec­
tronic fund transfer services may be 
used by a consumer to pay bills. First, 
the consumer may preauthorize mer­
chants and creditors to draw funds 
from the consumer’s account, or sec­
ondly, the consumer may direct the fi­
nancial institution or a third party to 
pay bills. Under a preauthorized 
system, a consumer directs a merchant 
in writing to debit or draw funds from 
his or her account on a given date in 
an amount sufficient to pay a bill. 
Preauthorized debits usually are used 
to pay recurring bills of a fixed 
amount, such as insurance premiums, 
mortgage payments or rent. A consum­
er may also authorize payment in this 
manner for variable amount bills, such 
as credit card and utility bills. Where 
variable amount bills are paid by 
preauthorized debits, consumers usual­
ly receive notice from merchants as to 
the amount of the bill and ordinarily a 
period of time elapses between the 
date the bill is sent to the consumer 
and the date the account is charged. 
When the financial institution pro­
vides a bill-payment service, it usually 
furnishes the consumer with a person­
al identification code. This code is 
used when requesting the financial in­
stitution to charge the consumer’s ac­
count and pay a bill. Instructions to 
pay the bill may be given in writing, 
verbally by the consumer, or by some 
other means, such as through a touch- 
tone telephone using a prearranged 
coding scheme.

(3) Paying for purchases. Consumers 
may pay for goods and services at the 
point of purchase by using electronic 
fund transfer rather than with a 
check, cash or credit card. This is usu­
ally done through use of a card similar 
in appearance to a credit card. The 
card identifies the consumer’s finan­
cial institution and account number in 
machine-readable form. A t the time of 
purchase, as the card and the proper 
dollar amount are entered into a ma­
chine, the consumer’s account is deb­
ited electronically and the merchant’s 
account credited. This is done by an

electronic transmission o f messages 
between the consumer’s and the mer­
chant’s banks. Systems which provide 
these capabilities are known as “ point- 
of-sale” systems.

(c) Protections under the regulation. 
The Electronic Fund Transfer Act be­
comes effective in two parts. The first 
part, which will become effective on 
February 8, 1979, limits the liability of 
a consumer for electronic fund trans­
fers that were not authorized by the 
consumer. It also places limitations on 
the distribution of debit cards and 
other means of access. Certain disclo­
sures must be made if the card or 
other means of access was not request­
ed by the consumer. On May 10, 1980, 
the remaining provisions of the law 
will become effective. O f particular 
significance among the provisions be­
coming effective in 1980 are those 
having to do with the disclosure of 
terms and conditions upon which a fi­
nancial institution offers electronic 
transfer services, and the content of 
the periodic statement which sets 
forth the transactions (deposits to and 
withdrawals from the account). Taken 
together these disclosures require fi­
nancial institutions to provide details 
of electronic service offerings and 
transfers that are not presently re­
quired for check transfers. Various 
provisions of the regulation set forth 
the terms and conditions for opening 
an account for electronic fund trans­
fers. The regulation also will provide 
requirements concerning deposits to or 
payments from an account. These re­
quirements are outlined as follows:

(1) Opening an account: Disclosures 
concerning account terms (including 
fees and privacy rights) are required 
to be made to consumers.

(2) Continuing requirements:
(i) A  periodic account statement 

must be issued that contains informa­
tion describing the transactions and 
identifying the parties to whom and 
from whom funds are paid.

(ii) The consumer's liability for un­
authorized transfers is limited, in gen­
eral, based on the time notice of loss, 
theft or unauthorized transfer is given 
to the financial institution.

(iii) Error resolution procedures 
must be provided by financial institu­
tions.

(3) Deposits to accounts (credits):
(i) For deposits that are made direct­

ly to an account by a third party, 
notice o f receipt or non-receipt of the 
deposit must be provided to the con­
sumer.

(ii) Receipts must be made available 
for all deposits made by consumers at 
electronic terminals.

(4 )  Payments from accounts (debits):
( i) Preauthorized payments must be

authorized by the consumer, in writing. 
For some preauthorized payments 
that vary in amount, the financial in­
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stitution must provide advance notice 
to the consumer. Also, stop payment 
rights apply to preauthorized pay­
ments.

(Ii) Receipts must be made available 
for all payments, including cash with­
drawals, initiated by consumers at 
electronic terminals.

§ 205.2 Exempted transfers.
This regulation does not apply to 

Che following:
(a ) Check guarantee or authorisa­

tion services. Any service which guar­
antees payment or authorizes accept­
ance of a check, draft or similar paper 
instrument and which does not direct­
ly result in a debit or credit to a con­
sumer’s account.

(b ) Wire transfers. Any wire transfer 
of funds for a consumer through the 
Federal Reserve Communications 
System, Bankwire network or similar 
network that is used predominantly 
for bank-to-bank or business-to-busi- 
ness transfers.

(c) Certain securities or commodities 
transfers. Any transaction the primary 
purpose of which is the purchase or 
sale of securities or commodities 
through a broker-dealer registered 
with or regulated by the Securities 
and Exchange Commission.

(d) Automatic transfers from  savings 
to demand deposit accounts. Any auto­
matic transfer from a savings account 
to a demand deposit (checking) ac­
count pursuant to an agreement be­
tween a consumer and a financial in­
stitution for the purpose of covering 
an overdraft or maintaining an agreed- 
upon minimum balance in the consum­
er’s checking account as permitted by 
12 CFR Part 217 (Regulation Q) and 
12 CFR Part 329.

(e ) Certain telephone-initiated trans­
fers. Any transfer of funds which (1) is 
initiated by a telephone conversation 
between a consumer and an officer or 
employee of a financial institution and
(2) is not pursuant to a prearranged 
plan under which periodic or recurring 
transfers are contemplated.

§ 205.3 Issuance of access devices.
(a ) General rule. An issuer may issue 

an access device to a consumer only:
(1) In response to an oral or written 

request or application therefor;
(2) As a renewal of an accepted 

access device; or
(3) In substitution for an accepted 

access device, whether issued by the 
initial issuer or a successor.

(b) Exception. (1) Notwithstanding 
the provisions of § 205.3(a), an issuer 
may distribute an access device to a 
consumer on an unsolicited basis if:

(i )  The access device is not validated;
(ii) The distribution is accompanied 

by a complete disclosure, in accord­
ance with § 205.5, of the consumer’s

rights and liabilities which will apply 
if the access device is validated;

(iii) The distribution is accompanied 
by a clear explanation that the access 
device is not validated and how the 
consumer may dispose o f the access 
device, if validation is not desired; and

(iv) The access device is Validated 
only in response to the consumer’s 
oral or written request or application 
for validation and after verification of 
the consumer’s identity.

(2) A  consumer’s identity shall be 
verified by comparison o f the consum­
er’s signature with the issuer’s account 
records or another signed instrument, 
or by photograph, fingerprint or per­
sonal visit.

(3) An access device shall be consid­
ered validated when the issuer has 
performed any procedure necessary to 
permit the access device to be used by 
the consumer to initiate an electronic 
fund transfer.

(c) Relation to Truth i n . Lending. 
The Act and this regulation govern 
the issuance of access devices and the 
addition to an accepted credit card of 
the capability to initiate electronic 
fund transfers. The issuance of credit 
cards, the addition of a credit feature 
to an accepted access device and the is­
suance o f credit cards which are also 
access devices are governed by the 
Truth in Lending Act and 12 CFR 
Part 226 (Regulation Z), which prohib­
it their unsolicited issuance.

(d) Transition provision. Until May 
10, 1980, an issuer may satisfy the dis­
closure requirements of § 205.3(b) 
( l ) ( i i )  by disclosing the following 
terms in writing in readily understan­
dable language:

(1) The consumer’s liability under 
§ 205.4 for unauthorized electronic 
fund transfers and, at the issuer's 
option, notice of the advisability of 
prompt reporting o f any loss, theft or 
unauthorized transfer.

(2) The telephone number and ad­
dress of the person or office to be noti­
fied in the event the consumer be­
lieves that an unauthorized electronic 
fund transfer has been or may be e f­
fected.

(3) The type and nature of electronic 
fund transfers whioh the consumer 
may initiate, including any limitations 
on the frequency or dollar amount of 
such transfers, except that the details 
of such limitations need not be dis­
closed if their confidentiality is neces­
sary to maintain the security of the 
electronic fund transfer system.

(4) Any charges for electronic fund 
transfers or for the right make such 
transfers.

(5) The circumstances under which 
the financial institution, if one is in­
volved, will in the ordinary course of 
business disclose information concern­
ing the consumer's account to third 
parties.

(6) Whether or not the consumer 
has the right to stop payment of & 
preauthorized electronic fund transfer 
and, if so, the procedure to initiate 
such a stop payment order.

(7) Whether or not the consumer 
has the right ta  receive documentation 
o f electronic fund transfers.

(8) Whether or not the financial in­
stitution or issuer has error resolution 
procedures and, i f  so, a summary of 
those procedures and the consumer's 
rights under them.

(9) Whether or not the financial in­
stitution or issuer will be liable to the 
consumer for its failure to make trans­
fers.
The procedures and rights which the 
financial institution or issuer is re­
quired to disclosure under § 205.3(d)(6) 
through (9) need not comply with the 
requirements of the Act until May 10, 
1980.

§ 205.4 Conditions of liability of consumer 
for unauthorized transfers.

(a) General rule. A  consumer shall 
not be liable for any unauthorized 
electronic fund transfers involving the 
consumer’s account unless the access 
device utilized for such transfers was 
an accepted access device and the 
issuer has provided a means whereby 
the user can be identified as the 
person authorized to use it, such as by 
signature, photograph or fingerprint 
or by electronic or mechanical confir­
mation.

(b) Amount o f consumer’s liability. 
The amount of a consumer’s liability 
for an unauthorized electronic fund 
transfer or a series of transfers shall 
be determined as follows:

(1) I f  the consumer notifies the fi­
nancial institution within 2 business 
days after learning of the loss or theft 
of the access device or possible unau­
thorized transfer,14 the consumer’s lia­
bility shall not exceed the lesser of $50 
or the amount of money or value of 
property or services obtained in unau­
thorized electronic fund transfers 
prior to notice to the financial institu­
tion under § 205.4(c).

(2 )(i) I f  the consumer fails to notify 
the financial institution within 2 busi­
ness days after learning of the loss or 
theft of the access device or possible 
unauthorized transfer, and the institu­
tion establishes that the transfers 
would not have occurred but for the 
failure o f the consumer to notify the 
institution within that time, the con­
sumer’s liability shall be:

(A ) The lesser of $50 or the amount 
of money or value of property or serv­
ices obtained in unauthorized electron­
ic fund transfers prior to the close of 
the 2 business days, and

“ Note that the consumer may learn of 
possible unauthorized electronic fund trans­
fers from examination of a periodic state­
ment.
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(B )' The amount o f money or value 
o f property er services obtained in un­
authorized electronic fund transfers 
which occur following the close of 2 
business days after the consumer 
learns o f the loss or theft o f the access 
device or possible unauthorized trans­
fer and prior to notice to the financial 
institution under § 205.4(c). The con­
sumer’s liability under § 205.4(b)(2)(i) 
shall not exceed $500.

(ii) I f  the institution fails to estab­
lish that the unauthorized transfers 
would not have occurred but for the 
failure o f the consumer to notify the 
institution, the consumer’s liability 
shall be determined in accordance 
with § 205.4(b)(1).

(3) I f  the consumer fails to report 
within 60 days of transmittal o f the 
periodic statement any unauthorized 
electronic fund transfer which appears 
on the statement, the consumer may 
be liable for the amount of any unau­
thorized transfer which the financial 
institution establishes would not have 
occurred but for the failure of the con­
sumer to notify the financial institu­
tion.
I f  the delay in notifying the financial 
institution was due to extenuating cir­
cumstances, such as extended travel or 
hospitalization, the time periods speci­
fied above shall be extended to a rea­
sonable time.

(c) Notice to financia l institution. 
For purposes of § 205.4, a consumer 
notifies a financial institution by 
taking such steps as may be reason­
ably necessary to provide the financial 
institution with the pertinent informa­
tion, orally or in writing, whether or 
not any particular officer, employee or 
agent of the financial institution does 
in fact receive the information. Notice 
shall also be considered given when 
the financial institution becomes 
aware of circumstances which lead to 
the reasonable belief that an unau­
thorized electronic fund transfer in­
volving the consumer's account has 
been or may be effected.

(d ) Determination o f liability in  cer­
tain transfers. ( 1 ) A  consumer’s liabili­
ty for an unauthorized electronic fund 
transfer shall be determined solely in 
accordance with § 205.4 if

(1) The transfer was initiated by use 
of an access device which is also a 
credit card, or

(ii) The transfer also involves an ex­
tension of credit pursuant to an agree­
ment between the consumer and the 
financial institution to extend such 
credit to the consumer when the con­
sumer’s account is overdrawn or to 
maintain an agreed-upon minimum 
balance in the consumer’s account.

(2) A  consumer’s liability for unau­
thorized use of a credit card that does 
not involve an electronic fund transfer 
shall be determined solely in accord­

ance with the Truth in Lending Act 
and 12 CFR Part 226 (Regulation Z).

(3) A  financial institution and a con­
sumer may agree that the consumer’s 
liability for unauthorized electronic 
fund transfers will be less than would 
be determined by § 205.4 of the regula­
tion.

§ 205.12 Definitions and rules of construc­
tion.

For the purposes of this regulation, 
the following definitions and rules of 
construction apply, unless the context 
indicates otherwise:

(a) “Access device"  means a card, 
code' or other means of access to a con­
sumer’s account, or any combination 
thereof, for the purpose of initiating 
electronic fund transfers.

An “accepted access device”  means 
an access device which the consumer 
to whom such access device was issued 
(1) has requested and received or (2) 
has signed or (3) has used or (4) has 
authorized another to use, for the pur­
pose of transferring money between 
accounts or of obtaining money, prop­
erty, labor or services.

(b) “Account”  means a demand de­
posit, savings deposit or other consum­
er asset account (other than an occa­
sional or incidental credit balance in 
an open end credit plan) held either 
directly or indirectly by a financial in­
stitution and established primarily for 
personal, family or household pur­
poses. The term does not include an 
account held by a financial institution 
pursuant to a bona fide trust agree­
ment.

(c) “A ct” means the Electronic Fund 
Transfer Act (T itle IX  of the Consum­
er Credit Protection Act).

(d ) “Business day” means any day 
on which the offices of the financial 
institution or the issuer are open to 
the public for carrying on substantial­
ly all business functions.

(e ) “Consumer" means a natural 
person.

( f )  “Credit card" means any card, 
plate, coupon book or other single 
credit device existing for the purpose 
of being used from time to time upon 
presentation to obtain money, proper­
ty, labor or services on credit.

(g ) “Electronic fund transfer" means 
any transfer of funds, other than a 
transaction originated by check, draft 
or similar paper instrument, which is 
initiated through an electronic termi­
nal, telephone or computer or magnet­
ic tape and which orders, instructs or 
authorizes a financial institution to 
debit or credit an account. The term 
includes, but is not limited to, point- 
of-sale transfers, automated teller ma­
chine transactions, direct deposits or 
withdrawals o f funds, and transfers 
initiated by telephone.

(h ) “Electronic term inal" means an 
electronic device, other than a tele­

phone operated by a consumer, 
through which a consumer may initi­
ate an electronic fund transfer. The 
term includes, but is not limited to, 
point-of-sale terminals, automated 
teller machines and cash dispensing 
machines.

(i) “Extension o f credit”  means the 
right granted by a creditor to a con­
sumer to defer payment of debt, incur 
debt and defer its payment, or pur­
chase property or services and defer 
payment therefor, in which the debt is 
payable by agreement in more than 
four installments, or does or may re­
quire payment of a finance charge, 
whether in connection with loans, 
sales of property or services or other­
wise.

(j )  “Financial institu tion” means a 
State or National bank, a State or Fed­
eral savings and loan association, a 
mutual savings bank, a State or Feder­
al credit union, or any other person 
who, directly or indirectly, holds an 
account belonging to a consumer. The 
term also includes the agent of such 
an institution.

(k ) “Issuer”  means any person who 
issues an access device, or the agent of 
such person with respect to such 
access device.

(1) “Open end credit p lan” means an 
extension of credit on an account pur­
suant to a plan under which (1) the 
creditor may permit the consumer to 
make purchases or obtain loans from 
time to time, directly from the credi­
tor or indirectly by use of a credit 
card, check or other device, as the 
plan may provide; (2) the consumer 
has the privilege of paying the balance 
in full or in installments; and (3) a fi­
nance charge may be computed by the 
creditor from time to time on an out­
standing unpaid balance.

(m ) "Unauthorized electronic fund 
transfer”  means an electronic fund 
transfer from a consumer’s account 
initiated by a person other than the 
consumer without actual authority to 
initiate the transfer and from which 
the consumer receives no benefit. The 
term does not include any electronic 
fund transfer (1) initiated by a person 
other than the consumer who was fur­
nished with the access device to the 
consumer's account by the consumer, 
unless the consumer has notified the 
financial institution involved that 
transfers by that person are no longer 
authorized, (2) initiated with fraudu­
lent intent by the consumer or any 
other person acting in concert with 
the consumer, or (3) which constitutes 
an error committed by the financial 
institution.

(n ) Captions and catchlines used in 
this regulation are intended solely as 
aids to convenient reference, and no 
inference as to the intent of any provi­
sion of this regulation may be drawn 
from them.
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A p p e n d ix  A — M o d e l  D is c l o s u r e  C l a u s e s

This appendix contains model disclosure 
clauses for optional use by financial institu­
tions and issuers to facilitate compliance 
with the disclosure requirements of §§ 205.4
(b) and (d) and § 205.5 of the regulation. 
Section 915(d)(2) of the Act provides that 
use of these clauses in conjunction with 
other requirements of the regulation pro­
tects financial institutions and issuers from 
liability under §§ 915 and 916 of the Act to 
the extent that they accurately reflect their 
electronic fund transfer services.

Financial institutions and issuers need not 
use all the provided clauses, but may use 
clauses of their design in conjunction with 
the model clauses. Words and phrases in pa­
rentheses are alternative in nature and the 
inapplicable portions of those words or 
phrases should be deleted. Financial institu­
tions and issuers may make alterations or 
substitutions of a technical nature (e.g., sub­
stitution of a trade name for the word 
“card,” deletion of inapplicable services) In 
the clauses in orderJ to reflect the services 
offered.

SECTION A( 1 )— DISCLOSURE THAT ACCESS DEVICE
IS NOT VALIDATED AND HOW TO DISPOSE OF
DEVICE IF  VALIDATION IS NOT DESIRED
(§  2 0 S .3 (b ) ( l ) ( i i i )>

(a) Accounts accessed by cards. You 
cannot use the enclosed card until we have 
validated it. If you do not want the card, de­
stroy it at once.

[Issuer may insert validation instructions 
here.]

(b) Accounts accessed by codes. You 
cannot use the enclosed code until we have 
validated it. If you do not want the code, de­
stroy this notice at once.

[Issuer may insert validation instructions 
here.]

SECTION A( 2 )— DISCLOSURE OF CONSUMER’S L IA ­
B IL IT Y  FOR UNAUTHORIZED TRANSFERS AND
OPTIONAL DISCLOSURE OF ADVISABILITY OF
PROMPT REPORTING (§  2 0 5 .3 (d )(1 ))

(a) Liab ility  disclosure. (Contact us AT 
ONCE if you believe your (card) (code) has 
been lost or stolen or money is missing from 
your account. If you contact us within 2 
business days, you can lose no more than 
$50 if someone used your (card) (code) with­
out your permission.) (If you believe your 
(card) (code) has been lost or stolen or if 
you think money is missing from your ac­
count, and you contact us within 2 business 
days after learning of the loss, you can lose 
no more than $50 if someone used your 
(card) (code) without your permission.)

If someone used your (card) (code) with­
out your permission, you could lose as much 
as $500 if you do NOT contact us within 2 
business days after learning of the loss and 
we can prove that we could have prevented 
the losses if you had contacted us.

Also, if your monthly statement shows 
transfers that you did not make, and you do 
not contact us within 60 days after the 
statement was mailed to you, you may not 
get back any money lost after that time if 
we can prove that your contacting us would 
have prevented those losses.

If something prevents your contacting us 
(such as travel or hospitalization), the time 
periods may be extended.

SECTION A( 3 )— DISCLOSURE OF TELEPHONE 
NUMBER AND ADDRESS TO BE NOTIFIED IN  
EVENT OF UNAUTHORIZED TRANSFER 
(§  2 0 5 .4 (d )(2 ))

(a) Address and telephone number. If you 
believe your (card) (code) has been lost or 
stolen or that an unauthorized transfer 
from your account has occurred or may 
occur, call or write:
[Name of financial institution, issuer or 
agent]
[Address]
[Telephone number]

SECTION A(4 )— DISCLOSURE OF TYPES OF AVAIL­
ABLE TRANSFERS AND LIM ITS  ON TRANSFERS 
(§  2 0 5 .3 (d )(3 ))

(a) Account access. You may use your 
(card) (code) to:

(1) Withdraw cash from your (checking) 
(or) (savings) account.

(2) Deposit money in your (checking) (or) 
(savings) account.

(3) Make payments from your (checking) 
(or) (savings) account In the amounts and 
on the days you request.

(4) Make periodic payments from your 
(checking) (or) (savings) account, such as 
your mortgage payment.

(5) Transfer funds between your checking 
and savings accounts in the amounts you re­
quest.

(6) Learn the balance(s) in your (check­
ing) (or) (savings) accounts.

(7) Pay for purchases at merchants that 
have agreed to accept the (card) (code).

(b) Lim ita tions on frequency o f transfers.
(1) Automated teller machines. Cash with­

drawals from our automated teller machines 
are limited to [insert number, e.g., 3] each 
[insert time.period, e.g., week].

(2) Telephone bill-payment services. Your 
telephone bill-payment service can be used 
to authorize payment for [insert number] 
bills each ([insert time period]) (telephone 
call).

(c) Lim itations on dollar amounts o f
transfers.

(1) Automated teller machines. You may 
withdraw up to [insert dollar amount] from 
our automated teller machines each ([insert 
time period]) (time you use the (card) 
(code)).

SECTION A( 5 )— DISCLOSURE OF CHARGES FOR 
TRANSFERS OR RIGHT TO MAKE TRANSFERS 
(§  2 0 5 .3 (d )(4 ))

(a) Per transfer charge. There will be a 
charge of [insert dollar amount] for each 
transfer you make using our (automated 
teller machines) (telephone bill-payment 
service) (point-of-sale transfer service).

(b) Fixed charge. There will be a charge of 
[insert dollar amount] each [insert time 
period] for our (automated teller machine 
service) (telephone bill-payment service) 
(point-of-sale transfer service).

(c) M inim um  balance charge. There will 
be no charge for use of our (automated 
teller machines) (telephone bill-payment 
service) (point-of-sale transfer service), 
unless the average monthly balance in your 
(checking account) (savings account) (ac­
counts) falls below [insert dollar amount]. 
If it does, the charge will be [insert dollar 
amount]; each (transfer) ([insert time 
period]).

SECTION A( 6 )—DISCLOSURE o r  ACCOUNT INFOR­
MATION TO THIRD PARTIES ( {  2 0 ».3 (d K s ))

(a) Account inform ation disclosure, We 
will not disclose Information about your ac­
count or the transfers you make to third 
parties, except:

(1) as necessary to complete transfers.
(2) to verify the existence and standing of 

your account with us upon the request of a 
third party, such as a credit bureau.

(3) to comply with government agency or 
court orders.

(4) [insert notice required by the Right to 
Financial Privacy Act of 1978.]

(5) in accordance with your written per­
mission.

By order of the Board of Governors, 
December 22, 1978.

T h e o d o r e  E. A l l i s o n ,  

Secretary o f the Board.

The following are tentative outlines 
of the complete regulations:

O u t l in e  A—R e g u l a t io n  E

12 CFR PART 205— ELECTRONIC FUND 
TRANSFERS

Section 205.1—Scope and Purpose

(a) Electonic deposit of funds to an ac­
count.

(b) Transferring and withdrawing funds 
from an account.

(c) Protections under the regulation.

Section 205.2—Exempted Transfers

(a) Check guarantee or authorization serv­
ices.

(b) Wire transfers.
(c) Certain securities or commodities 

transfers.
(d) Automatic transfers from savings to 

demand deposit accounts.
(e) Certain telephone-initiated transfers.

Section 205.3—Issuance o f Access Devices

(a) General rule.
(b) Exception.
(c) Relation to Truth in Lending.
(d) Transition provision.

Section 205.4—Conditions o f L iability  o f 
Consumer fo r  Unauthorized Transfers

(a) General rule.
(b) Amount of consumer’s liability.
(c) Notice to financial institution.
(d) Determination of liability in certain 

transfers.

Section 205.5—In itia l Disclosures

(a) General rule (§ 905(a)).
(b) Specific disclosure requirements 

(§§ 905(a)(l)-(9), 906(b), 910).
(c) Preexisting accounts (§ 905(c)).

Section 205.6—Subsequent Disclosures

(a) Change in terms (§ 905(b)).
(b) Annual error resolution notice 

(§905(a)(7)).

Section 205.7—Documentati6n o f Transfers

(a) Terminal transfers by consumers 
(§ 906(a)).

(b) Preauthorized transfers (§ 906(b)).
(c) Periodic statements (§ 906(c)).
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Section 205.8—Preauthorized Transfers 

(5 907)
(a) Specific requirements.

Section 205.9—Error Resolution (§ 908)

(a) Notification of errors.
(b) Correction of errors.
(c) Recrediting of accounts.

Section 205.10—Relation to State Law

(a) Inconsistent State laws (§ 919).
(b) Preempted State law provisions (§ 920).
(c) Exemption for State regulated trans­

fers; procedures and criteria (§ 920).

Section 205.11—Administrative 
Enforcement

(a) Administrative enforcement (§ 917).
(b) Issuance of interpretations (§ 915(d)).
(c) Issuance of model clauses (§ 904(b)).
(d) Preservation and inspection of evi­

dence of compliance.

Section 205.12—Definitions and Rules o f  
Construction (§ 903) 11

(a) Access device and accepted access 
device.

(b) Account.
(c) Act.
(d) Business day.
(e) Consumer.
(f) Credit card.
(g) Electronic fund transfer.
(h) Electronic terminal.
(i) Extension of credit.
(J) Financial institution.
(k) Issuer.
(1) Open end credit plan.
(m) Unauthorized electronic fund trans­

fer.
(n) Captions and catchlines.
Appendix A—Model Disclosure Clauses.

O u t l in e  B—R e g u l a t io n  E

12 CFR PART 205—  ELECTRONIC FUND 
TRANSFERS

GENERAL PROVISIONS

Section 205.1—Scope and Purpose

(a) Electronic deposit of funds to an ac­
count.

(b) Transferring and withdrawing funds 
from an account.

(c) Protections under the regulation.

OPENING AN ACCOUNT FOR EFT SERVICES 

Section 205.2—Disclosure Requirements

(a) Initial disclosures.
(b) Preexisting accounts.
(c) Subsequent disclosures.

Section 205.3—Issuance o f Access Devices
(a) General rule.
(b) Exception.
(c) Relation to Truth in Lending.
(d) Transition provision.

CONTINUING REQUIREMENTS

Section 205.4—Periodic Statements and 
Error Resolution

(a) Periodic statements.
(b) Identification of transfers.
(6) Error resolution.

Section 205.5—Conditions o f L iab ility  o f 
Consumer fo r  Unauthorized Transfers

(a) General rule.
(b) Amount of consumer’s liability.
(c) Notice to financial institution.
(d) Determination of liability in certain 

transfers.

DEPOSITS TO AND PAYMENTS FROM ACCOUNTS 

Section 205.6—Documentation o f Deposits

(a) Preauthorized deposits (§ 906(b)).
(b) Other deposits (§ 906(a)).

Section 205.7—Documentation o f Payments

(a) Preauthorized payments (§ 907).
(b) Electronic terminal payments 

(§ 906(a)).
(c) Other payments.

ADMINISTRATIVE PROVISIONS

Section 205.8—Administrative Enforcement

(a) Administrative enforcement (§917).
(b) Issuarn* of interpretations (§ 915(d)).
(c) Issuance of model clauses (8 904(b)).
(d) Preservation and inspection of evi­

dence of compliance.

Section 205.9—Relation to State Law

(a) Inconsistent State laws (§ 919).
(b) Preempted State law provisions (§ 920).
(c) Exemption for State regulated trans­

fers; procedures and criteria (§ 920).

EXEMPTIONS AND DEFINITIONS

Section 205.10—Exempted Transfers

(a) Check guarantee or authorization serv­
ices.

(b) Wire transfers.
(c) Certain securities or commodities 

transfers.
(d) Automatic transfers from savings to 

demand deposit accounts.
(e) Certain telephone-initiated transfers.

Section 205.11—Definitions and Rules o f 
Construction (§ 903)“

(a) Access device and accepted access 
device.

(b) Account.
(c) Act.
(d) Business day.
(e) Consumer.
(f) Credit card.
(g) Electronic fund transfer.
(h) Electronic terminal.
(i) Extension of credit.
(j) Financial institution.
(k) Issuer.
(1) Open end credit plan.
(m) Unauthorized electronic fund trans­

fer.
(n) Captions and catchlines.
Appendix A—Model Disclosure Clauses.

15 Other definitions to be added. [FR Doc. 78-36197 Filed 12-28-78; 8:45 am]




